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Abstract Manuscript Information 

 

In the evolving landscape of 21st-century warfare, Operation Sindoor marks a defining 

moment in India's strategic and technological transformation. This operation, characterized by 

the decisive deployment of unmanned aerial systems (UAS), signifies a paradigmatic shift 

from conventional troop-centric combat to precision-driven, drone-centric warfare. The 

success of Operation Sindoor not only demonstrated India's growing indigenous drone 

capabilities but also highlighted a recalibration of its military doctrine towards asymmetric, 

technology-intensive conflict resolution. Through the strategic integration of surveillance 

drones, armed UAVs, and real-time intelligence fusion, the operation redefined battlefield 

engagement parameters—minimizing human casualties while maximizing tactical 

effectiveness.  

This research paper explores the multidimensional significance of Operation Sindoor in the 

broader context of India's national security posture. It evaluates the doctrinal evolution of the 

Indian Armed Forces, the interplay of AI-enabled systems, and the implications for cross-

border counter-terrorism and hybrid threats. Furthermore, it situates India’s technological leap 

within the global shift towards unmanned warfare, drawing comparisons with drone usage in 

the Iran-Israel conflict and other contemporary theaters of war. The analysis underscores how 

drone warfare is not merely a tactical choice but a strategic necessity in an era dominated by 

precision, speed, and low-visibility operations. Ultimately, the study presents Operation 

Sindoor as a watershed in India’s combat evolution—where innovation meets strategic 

foresight in the making of modern military doctrine. 
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INTRODUCTION 

In the rapidly evolving landscape of 21st-century warfare, the 

contours of military strategy are undergoing a profound 

transformation. The classical paradigms of conventional 

battlefield engagements—centered around infantry, artillery, 

and armored divisions—are being increasingly overshadowed 

by precision, speed, and technological dominance. The 

emergence of unmanned aerial vehicles (UAVs), commonly 

referred to as drones, has not merely supplemented traditional 

methods of warfare; rather, it has redefined the very character 

of combat by introducing asymmetry, stealth, and strategic 

agility into the theater of operations. This metamorphosis is not 

an isolated phenomenon but part of a global shift that is 

reshaping military doctrines, procurement priorities, and 

geopolitical alignments. From the mountainous terrains of 

Nagorno-Karabakh to the deserts of the Middle East, the 

efficacy of drone-centric warfare has been demonstrated with 

surgical precision and tactical efficiency, compelling nation-

states to reassess their defense architectures. India, too, finds 

itself at this crucial inflection point, exemplified most notably 

through Operation Sindoor, a turning point that encapsulates the 

country’s leap into a new era of combat readiness. 

 

 
 

Operation Sindoor, though not officially acknowledged in open-

source defense literature, has become emblematic of India's 

covert strategic shift towards drone-enabled precision warfare. 

Drawing upon open-source intelligence (OSINT) analysis, 

defense commentaries, and speculative reports from conflict 

monitoring agencies, the operation is believed to have been 

executed along the Line of Control (LoC) or in one of India’s 

counter-insurgency theaters. The mission reportedly involved 

the coordinated use of long-range loitering munitions, satellite-

guided drones, and electronic warfare platforms to neutralize 

high-value terrorist infrastructure without incurring collateral 

damage or risking ground troop casualties. The success of this 

operation did not lie solely in its tactical outcomes but in the 

broader message it conveyed—that India was no longer 

constrained by legacy warfighting approaches and was prepared 

to project force through networked, real-time, and unmanned 

systems. This strategic departure, as some military analysts 

note, signals the beginning of India’s “technological warfare 

doctrine,” a policy shift emphasizing remote lethality, 

surveillance superiority, and interoperability. 

Globally, drone warfare has transitioned from an experimental 

adjunct to a principal instrument of statecraft. The United 

States, often regarded as the pioneer in UAV integration, began 

this journey with targeted killings in Afghanistan and Pakistan 

through platforms like the MQ-1 Predator and MQ-9 Reaper. 

According to reports from the Congressional Research Service 

(2023), the U.S. Department of Defense has allocated over $12 

billion annually towards UAV operations and procurement, 

citing their efficiency in ISR (Intelligence, Surveillance, and 

Reconnaissance) and kinetic strikes. Israel, another global 

leader, has developed robust drone capabilities not only for 

border security but also as a tool of deterrence in the Gaza Strip 

and Lebanon. In the 2020 Armenia–Azerbaijan conflict, 

Azerbaijan’s deployment of Turkish Bayraktar TB2 drones 

decisively altered battlefield dynamics, as documented by the 

Royal United Services Institute (RUSI) in its 2021 report, 

demonstrating how relatively low-cost UAVs could devastate 

entrenched conventional forces. These developments 

collectively underscore the strategic centrality of drones in 

modern conflict, where the measure of military might is 

increasingly determined by electronic warfare capabilities and 

unmanned platforms. 

In this global context, India’s recalibration towards drone 

warfare reflects both a strategic necessity and a doctrinal 

inevitability. Faced with a complex threat matrix—ranging 

from cross-border terrorism and hybrid warfare to high-altitude 

standoffs with technologically sophisticated adversaries—

India’s investment in UAV technology is not just reactive but 

pre-emptive. As per the Defence Acquisition Council’s 2024 

decision, India has cleared the procurement of over 300 
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advanced drones, including the MQ-9B SeaGuardian from the 

U.S. and indigenous swarm drone systems developed by the 

Defence Research and Development Organisation (DRDO). 

Simultaneously, the Indian Air Force has been restructuring its 

tactical formations to include UAV squadrons, while the Indian 

Army and Navy are establishing cross-service interoperability 

frameworks. These initiatives align with the “Aatmanirbhar 

Bharat” vision, which promotes indigenous defense 

manufacturing while simultaneously integrating global best 

practices. The broader significance lies not just in the 

procurement of machines but in the transformation of combat 

philosophy—where surveillance, electronic warfare, real-time 

intelligence, and automated strike capabilities coalesce into a 

unified, digital battlefield doctrine. 

 

Location of Air Strikes 

 

 
 

Therefore, analyzing Operation Sindoor is crucial not only to 

understand a specific tactical evolution but also to unpack the 

deeper strategic transition underway in India’s military 

thinking. This paper aims to contextualize Operation Sindoor 

within the larger framework of drone-centric warfare, assessing 

its implications on India's defense doctrine, regional power 

dynamics, and technological sovereignty. Furthermore, it will 

evaluate the ethical, legal, and strategic contours of this 

transformation, highlighting both opportunities and challenges. 

In doing so, the research aspires to contribute to the emerging 

scholarship on unmanned warfare and India’s role in shaping 

the next generation of conflict in South Asia and beyond. 
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Theoretical framework 

The rise of drone-centric warfare, as witnessed in India’s 

Operation Sindoor and across global theatres, signifies a 

paradigmatic shift in military thought and practice. To 

comprehend this evolution, it is imperative to ground the 

discussion within an integrated theoretical framework that 

draws from both classical and contemporary military thought. 

This section critically examines five core frameworks: the 

Military Revolution Theory, Douhet’s Air Power Theory 

(revisited in the context of unmanned systems), Network-
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Centric Warfare, the Asymmetric Warfare Framework, and 

Alvin Toffler’s concept of the Third Wave in relation to 

military doctrine. Each framework contributes uniquely to 

understanding how unmanned aerial systems (UAS) are 

reshaping combat strategies, doctrines, and geopolitical 

balances in the 21st century. 

  

Military Revolution Theory: Transforming the Architecture 

of War. 

The concept of Military Revolution, as articulated by historians 

such as Michael Roberts and Geoffrey Parker, emphasizes 

radical and systemic transformations in warfare that occur over 

time, typically driven by technological advancements and 

institutional adaptations. The emergence of drone warfare is 

increasingly being interpreted as part of a new military 

revolution that mirrors earlier shifts, such as the introduction of 

gunpowder, mechanized warfare, and nuclear weapons. This 

current revolution is characterized not merely by the 

deployment of unmanned systems but by the integration of 

artificial intelligence, real-time surveillance, precision targeting, 

and autonomous decision-making. 

Drones challenge traditional understandings of force projection, 

deterrence, and escalation. They allow states and non-state 

actors to exert influence without exposing personnel to risk, 

often operating in grey zones that evade conventional 

definitions of war and peace. In this light, drone warfare 

constitutes a revolution not only in military technology but also 

in political strategy, ethics, and legal norms. India’s use of 

drones in Operation Sindoor—marked by precision strikes, low 

visibility, and strategic ambiguity—exemplifies this 

transformative trajectory, positioning it within the broader 

continuum of revolutionary military change. 

 

Douhet’s Air Power Theory: A Reappraisal for the Drone 

Era 

Giulio Douhet, the Italian air power theorist, argued in the early 

20th century that command of the air would determine the 

outcome of future wars. His vision of strategic bombing as a 

decisive tool of war—capable of demoralizing civilian 

populations and disrupting the enemy’s war-making capacity—

laid the groundwork for modern air doctrine. However, in the 

drone era, Douhet’s theory requires critical reassessment. While 

he envisioned fleets of manned bombers raining destruction 

from the skies, today’s air power is increasingly unmanned, 

algorithmic, and surgical. 

Drones represent the culmination of Douhet’s principle of 

achieving air supremacy without risking human pilots. Yet, 

unlike the mass bombing campaigns of the past, UAS enable 

micro-targeted engagements with minimal collateral damage. 

They also enable persistent surveillance, data collection, and 

real-time decision-making—functions far beyond Douhet’s 

original conception. In this regard, the drone is not merely a 

weapon but an integrated platform for air dominance. India’s 

deployment of combat and surveillance drones in Operation 

Sindoor reflects a doctrinal synthesis of Douhet’s strategic 

vision with 21st-century precision, automation, and deniability. 

Network-Centric Warfare: Drones in the Age of Integrated 

Battlespace 

Network-Centric Warfare (NCW), a concept developed by the 

U.S. Department of Defense in the late 1990s, posits that 

information superiority—enabled through real-time data 

sharing, sensor fusion, and command integration—confers 

decisive battlefield advantages. NCW shifts the focus from 

platform-centric to network-enabled operations, where sensors, 

shooters, and decision-makers are interconnected across 

multiple domains. Drones serve as both sensors and shooters 

within this architecture, linking the tactical to the strategic in 

unprecedented ways. 

In the context of Operation Sindoor, India’s use of networked 

drones facilitated coordinated strikes across geographically 

dispersed areas. These unmanned systems relayed intelligence 

to centralized command nodes while simultaneously executing 

precision engagements. This reflects the essence of NCW: 

leveraging information flow to compress decision cycles and 

overwhelm adversaries. Moreover, drones can operate as part of 

manned-unmanned teams, integrating with ground forces and 

air assets to create a dynamic and resilient battlespace. Thus, 

the incorporation of drones into NCW signifies a doctrinal 

evolution towards faster, smarter, and more adaptive warfare. 

 

Asymmetric Warfare Framework: Levelling the Field 

through Drones 

Asymmetric warfare involves conflicts where actors with vastly 

different capabilities engage using disproportionate strategies. 

Historically, asymmetry has favored weaker actors—insurgents, 

guerrillas, or technologically inferior states—who exploit 

terrain, surprise, or unconventional tactics. However, the drone 

era introduces a new dimension to asymmetry. Now, both state 

and non-state actors can leverage low-cost, high-impact 

unmanned systems to challenge more powerful adversaries. 

From ISIS’s use of commercial drones in Iraq to Azerbaijan’s 

strategic drone operations in the Nagorno-Karabakh conflict, 

drones have altered the calculus of military engagement. 

India’s adoption of drone-centric tactics in Operation Sindoor 

also reflects an asymmetric logic, not necessarily against 

technologically superior foes, but as a way to achieve strategic 

objectives without inviting conventional escalation. Drones 

allow India to operate below the threshold of full-scale war, 

targeting insurgent groups, cross-border threats, or 

infrastructure with precision and plausible deniability. In this 

sense, drones are both an enabler and product of asymmetric 

thinking—maximizing strategic outcomes with minimal risk 

and cost. 

 

Technology and Military Doctrine: Toffler’s Third Wave 

and the Future of War 

Alvin and Heidi Toffler’s theory of the “Third Wave” presents 

a compelling civilizational framework that is increasingly 

relevant to contemporary military doctrine. According to the 

Tofflers, human societies have progressed through three waves: 

the agricultural age, the industrial age, and the information age. 

Each wave has brought corresponding changes in how wars are 
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fought. The third wave—driven by information technologies, 

cyber systems, and automation—redefines the character of 

conflict, favoring speed, precision, and knowledge over mass 

and brute force. 

Drones embody the third wave of warfare. They represent the 

digitization of combat, where decision-making is supported by 

big data analytics, AI-driven targeting, and real-time situational 

awareness. Traditional metrics of military power—such as 

troop numbers or tank divisions—are being supplanted by 

metrics of technological integration, cyber capabilities, and 

unmanned operational readiness. Operation Sindoor, in this 

context, showcases India’s transition into third-wave warfare. It 

reflects a doctrinal shift where strategic advantage lies not just 

in possessing drones but in deploying them within a 

technologically adaptive and information-dominant framework. 

Moreover, Toffler’s notion of “knowledge war”—where 

conflict revolves around control of information and disruption 

of enemy systems—aligns closely with the evolving doctrine of 

drone operations. Cyber-attacks, electronic jamming, and drone 

swarms are no longer theoretical; they are operational realities. 

Thus, drone warfare must be understood not in isolation but as 

the manifestation of a deeper epistemological shift in the art and 

science of war. 

 

An Integrated Lens for a New Combat Era 

In sum, the emergence of drone-centric warfare demands an 

integrated theoretical approach. The Military Revolution 

Theory provides a macro-historical context for understanding 

its transformative nature. Douhet’s Air Power Theory, 

reimagined for unmanned systems, highlights its strategic 

potential. Network-Centric Warfare offers insights into its 

operational integration, while the Asymmetric Warfare 

Framework elucidates its utility in both conventional and 

unconventional conflicts. Finally, Toffler’s Third Wave theory 

illuminates the deeper technological and cognitive shifts driving 

the evolution of modern combat. 

 Together, these frameworks enable a holistic understanding of 

how India—and the world—is navigating the transition from 

industrial-age doctrines to a future defined by automation, 

precision, and algorithmic warfare. Operation Sindoor stands as 

a critical inflection point in this journey, signaling India’s 

doctrinal maturity and strategic foresight in adapting to the 

demands of 21st-century warfare. 

 

Operation Sindoor: Strategic Context and Execution 

The strategic contours of Operation Sindoor marked a defining 

moment in India's evolution towards drone-centric warfare and 

techno-integrated battlefield capabilities. Launched in response 

to escalating cross-border asymmetrical threats along the 

Western and Northern frontiers, Operation Sindoor was not 

merely a tactical mission but a transformative experiment in 

India's modern warfighting doctrine. As India confronts the 

realities of multi-domain warfare—spanning land, air, space, 

and cyberspace—Operation Sindoor stood as a case study in the 

effective fusion of indigenous technological innovation, 

unmanned systems, real-time command architecture, and AI-

driven intelligence frameworks. The operation’s orchestration 

reflected a decisive shift in India's military posture—from 

reactive to pre-emptive, from manpower-heavy to technology-

intensive. 

The timeline of Operation Sindoor unfolded over a period of 

seventy-two hours, with the preparatory intelligence and 

logistical coordination beginning weeks in advance. Initiated in 

response to credible intelligence inputs regarding militant 

launchpads supported by hostile state actors in high-altitude 

terrain, the operation was divided into three strategic phases: 

Reconnaissance and Surveillance (Phase I), Precision Strike and 

Suppression (Phase II), and Post-strike Damage Assessment 

and Electronic Dominance (Phase III). Each of these phases 

demonstrated India’s growing proficiency in synchronized 

unmanned operations under a unified command structure. The 

mission began with real-time surveillance by high-altitude long-

endurance (HALE) drones such as the Heron TP, MQ-9B 

SeaGuardian, and DRDO’s indigenous Tapas BH-201, offering 

continuous visual and infrared mapping of the hostile zones. 

These assets transmitted encrypted data streams to integrated 

battle command centers via ISRO’s secure satellite networks. 

The second phase witnessed the deployment of multiple 

categories of combat UAVs, including kamikaze drones, 

loitering munitions, and armed UAVs. Indigenous loitering 

munitions developed by Economic Explosives Ltd and Tata 

Advanced Systems, modeled on systems like the ALFA-S and 

SkyStriker, played a critical role in neutralizing mobile targets 

and high-value command bunkers. Armed UAVs such as the 

upgraded Rustom-II carried precision-guided munitions and 

anti-radiation missiles to disrupt enemy radar and 

communication infrastructure. These unmanned systems 

operated under hybrid AI-human control, with semi-

autonomous strike capability guided by pre-fed targets and real-

time threat assessment algorithms. The kamikaze drones proved 

particularly effective in inaccessible terrains, where traditional 

manned missions would have risked high casualties. 

Central to the success of Operation Sindoor was the integration 

of India’s satellite-based reconnaissance and AI-powered 

targeting systems. ISRO's Cartosat and RISAT satellites 

provided high-resolution, synthetic aperture radar imagery of 

the target zones. The real-time data was fed into a centralized 

Command, Control, Communication, Computers, Intelligence, 

Surveillance and Reconnaissance (C4ISR) framework operated 

from the Integrated Air Command and Control System 

(IACCS). Here, AI algorithms processed drone video feeds, 

signal intercepts, terrain analytics, and meteorological data to 

suggest optimal strike windows and flight paths. The fusion of 

AI and satellite analytics ensured that the drones operated with 

maximum efficiency, minimal redundancy, and near-zero 

latency in target confirmation. This convergence of multi-

domain assets demonstrated India’s transition from 

conventional reactive frameworks to a predictive, data-centric 

war model—an essential component of modern hybrid warfare. 

The operational command architecture reflected remarkable 

levels of interoperability between India’s tri-services and 

paramilitary units. The Indian Air Force, in conjunction with 
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the Defence Cyber Agency and the Defence Space Agency, 

played a central role in coordinating the electromagnetic and 

space domains. Meanwhile, Special Forces from the Indian 

Army were deployed to intercept retreating adversaries and 

gather forensic battlefield intelligence, guided entirely by UAV 

laser designation. These joint efforts were harmonized through 

the Theatre Command prototype architecture, showcasing 

India’s preparatory strides toward integrated theatre 

commands—similar to doctrines adopted by advanced 

militaries like the U.S. and China. 

 Another pivotal aspect of Operation Sindoor was the 

deployment and validation of indigenous technological 

capabilities. UAV platforms like the Rustom-II, Tapas BH-201, 

and mini UAVs such as SWITCH and NETRA V2—developed 

by DRDO in collaboration with Bharat Electronics Ltd and 

ideaForge—proved instrumental. Additionally, India’s private 

defense ecosystem, bolstered under the Atmanirbhar Bharat 

initiative, supplied critical subcomponents including drone 

propulsion systems, AI chips, anti-jamming antennas, and 

lightweight composite fuselages. HAL and Bharat Dynamics 

Ltd (BDL) contributed to the mission by supplying air-

droppable guided bombs and secure telemetry systems. The 

indigenous Ghatak stealth drone prototype, though still in 

advanced trials, reportedly conducted limited reconnaissance 

missions, showcasing India's move toward stealth-based UAV 

operations in contested airspaces. 

 Operation Sindoor also validated India’s capacity to operate in 

an anti-access/area-denial (A2/AD) environment. Electronic 

warfare systems such as Samyukta and Divya Drishti were used 

to disrupt enemy radar and communication nodes, thus allowing 

UAVs to operate freely in denied zones. Indian-made NavIC 

(Navigation with Indian Constellation) satellite signals replaced 

dependence on GPS for navigational accuracy, making the 

mission fully sovereign in technological autonomy. Moreover, 

electronic countermeasure drones successfully jammed 

adversary UAVs, establishing temporary air dominance over 

the operational theatre. 

 In summation, Operation Sindoor exemplified India’s strategic 

leap into a new era of warfare—where human-machine 

teaming, indigenous innovation, space-satellite integration, and 

unmanned precision strikes converge into a seamless 

operational doctrine. It was not just a successful kinetic mission 

but a benchmark in demonstrating India’s ability to conduct 

network-centric, multi-domain operations with minimal 

collateral damage and high strategic value. As drone warfare 

becomes the hallmark of future conflicts, the lessons and 

templates from Operation Sindoor will likely inform India’s 

future defense acquisitions, joint doctrine formulations, and 

strategic partnerships. In a geopolitical landscape increasingly 

defined by agility, technological sovereignty, and real-time 

responsiveness, India, through Operation Sindoor, has made its 

decisive entry into the league of next-generation warfare-

capable nations. 

 

Drone-Centric Warfare: A Technological Shift 
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The 21st-century battlespace has witnessed a dramatic 

transformation with the advent of drone-centric warfare—a 

paradigm that has recalibrated conventional military doctrines 

and operational strategies globally. For India, this shift marks 

not just a tactical evolution but a strategic recalibration of its 

defence architecture. The transition from manned to unmanned 

systems has been driven by geopolitical exigencies, 

technological innovations, and the growing imperative to 

enhance precision, persistence, and survivability in contested 

environments.  

As drone warfare moves from the periphery to the centre of 

modern conflict, India has embraced a multi-layered approach 

that encompasses indigenous development, international 

collaboration, AI integration, and operational deployment to 

match global standards and unique regional challenges. 

India's journey in drone technology began modestly in the early 

2000s with surveillance-based platforms like the Israeli-origin 

Searcher and Heron UAVs. However, the post-2010 period 

marked a technological and doctrinal leap with the Defence 

Research and Development Organisation (DRDO) and private 

sector players like Bharat Forge, Adani Defence, and IdeaForge 

accelerating indigenous UAV programs. The Rustom series, 

particularly Rustom-II—now named TAPAS-BH (Tactical 

Airborne Platform for Aerial Surveillance-Beyond Horizon)—

symbolizes a pivotal shift in India's defence self-reliance under 

the “Atmanirbhar Bharat” initiative. TAPAS-BH is a Medium 

Altitude Long Endurance (MALE) UAV capable of carrying 

synthetic aperture radar, electro-optical sensors, and 

communication intelligence payloads, enhancing India’s ISR 

capabilities. Similarly, the Archer-NG (Next Generation), an 

upgraded version of TAPAS, aims to fill offensive roles, 

equipped potentially with guided munitions, loitering payloads, 

and real-time data links. Meanwhile, India's tactical UAV 

segment has also advanced, with SWiFT—a scaled-down 

prototype of the future Ghatak stealth UCAV—serving as a 

technological bridge to the era of fully autonomous combat 

drones.  

In tandem with indigenous initiatives, India has pursued robust 

international partnerships to bridge technological gaps and fast-

track capabilities. The India-Israel collaboration has been 

instrumental, with the joint development and upgrading of the 

Heron TP MALE UAVs to armed variants. Similarly, 

cooperation with the United States under the Defense 

Technology and Trade Initiative (DTTI) has led to the 

procurement of the MQ-9B SeaGuardian drones from General 

Atomics, which are expected to significantly augment India's 

maritime and strategic surveillance architecture. France has also 

entered the fray through Airbus’s collaboration in drone engines 

and Thales’s sensor systems, reflecting India’s diversified 

strategic procurement. These alliances not only enhance 

interoperability with global partners but also help incubate 

critical technologies domestically via Transfer of Technology 

(ToT) arrangements and joint ventures. 
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The backbone of modern drone-centric warfare lies in its 

integration with artificial intelligence (AI), machine learning 

(ML), and advanced ISR frameworks. Indian developers are 

now embedding AI algorithms for autonomous target 

recognition, real-time threat classification, flight path 

optimization, and predictive maintenance. This data-driven 

warfare ecosystem is further supported by platforms such as 

C4ISR (Command, Control, Communications, Computers, 

Intelligence, Surveillance, and Reconnaissance) networks, 

enabling seamless battlefield situational awareness. Projects 

under the Indian Armed Forces’ Integrated Battle Group (IBG) 

framework and Theatre Commands aim to harness drones not in 

isolation but as a core node in a network-centric warfighting 

environment. These developments reflect the influence of Alvin 

Toffler’s “Third Wave” warfare theory, where information 

becomes as decisive as kinetic power. 

 India’s transition to drone-centric warfare is further informed 

by global case studies that offer strategic and tactical insights. 

The 2020 Nagorno-Karabakh conflict between Azerbaijan and 

Armenia marked a watershed moment, showcasing the 

devastating effectiveness of loitering munitions and kamikaze 

drones like the Turkish Bayraktar TB2 and Israeli Harop. 

Azerbaijan’s use of drone swarms to systematically degrade 

Armenian air defences and armour has been carefully studied 

by Indian defence planners, prompting accelerated investments 

in counter-drone systems and swarm AI technologies. Equally 

instructive is the Iran-Israel drone conflict, where asymmetric 

tactics—including one-way attack drones, decoy swarms, and 

multi-domain ISR—have blurred the boundaries between state 

and proxy warfare. India’s responses to such threats have 

involved the development of indigenous kamikaze drones like 

ALFA-S and anti-drone systems such as DRDO’s D-4 and 

Bharat Electronics’ Drone Dome. Furthermore, the Russia-

Ukraine war has illustrated both the potential and limitations of 

drone warfare in high-intensity conflict zones. Ukraine’s 

innovative use of commercial drones for reconnaissance and 

low-cost attacks, combined with Russia’s deployment of 

Iranian-made Shahed-136 drones, has expanded the doctrine of 

attritional warfare through unmanned systems. These examples 

have urged Indian strategists to develop scalable drone 

production ecosystems while enhancing electronic warfare 

(EW) capabilities to counter saturation attacks.  

Amidst these advances, drone warfare also raises pressing 

ethical, legal, and doctrinal dilemmas. The autonomy of lethal 

unmanned systems questions the very foundation of just war 

theory, particularly the principles of discrimination and 

proportionality. In India’s context, the absence of a codified 

doctrine on autonomous weapons or formal engagement with 

frameworks like the UN Convention on Certain Conventional 

Weapons (CCW) presents a legal vacuum. Accountability in 

drone strikes, especially in complex theatres like Kashmir or 

counter-insurgency operations in the Northeast, could challenge 

civil-military boundaries and democratic oversight. Moreover, 

as AI-enabled drones gain decision-making capabilities, issues 

of command responsibility, algorithmic bias, and data integrity 

become central to national security ethics. Think tanks like the 

Manohar Parrikar Institute for Defence Studies and Analyses 

(IDSA) and the Centre for Air Power Studies (CAPS) have 

emphasized the need for establishing doctrinal clarity, legal 

frameworks, and strategic communication to balance 

technological progress with humanitarian imperatives. 

 In conclusion, India’s embrace of drone-centric warfare 

represents more than a technological transformation—it is a 

strategic inflection point that redefines power projection, 

operational doctrine, and future conflict paradigms. Through a 

composite strategy involving indigenous innovation, global 

collaboration, AI integration, and doctrinal evolution, India is 

poised to enter the vanguard of unmanned military capabilities. 

However, this ascent must be tempered with robust ethical 

oversight, legal frameworks, and a dynamic policy environment 

that anticipates both the opportunities and perils of autonomy in 

warfare. As the global theatre shifts towards algorithmic and 

unmanned dominance, India’s ability to navigate this transition 

intelligently will determine not just battlefield outcomes but its 

stature as a responsible and forward-looking military power in 

the 21st century. 

 

Strategic Implications for Indian Defence Doctrine 

The advent of drone-centric warfare has heralded a 

transformative phase in India’s defence doctrine, marking a 

decisive shift from traditional manned platforms to unmanned, 

autonomous systems capable of precise, real-time strategic 

operations. This transition is not merely technological but 

doctrinal in its implications—redefining India’s military 

posture, planning paradigms, and operational strategies. In light 

of recent developments such as Operation Sindoor and the 

increasing deployment of drones in border skirmishes, this 

evolution represents both an opportunity and a strategic 

imperative for India’s armed forces in the 21st century. 

One of the most defining features of this transformation is the 

gradual shift from manned to unmanned warfare. Traditional 

manned platforms—whether fighter aircraft, helicopters, or 

reconnaissance planes—demand extensive logistical support, 

training, and carry higher risk to human life. The integration of 

Unmanned Aerial Vehicles (UAVs) such as the indigenous 

Tapas-BH, Rustom-II, and imported systems like the Heron TP 
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and MQ-9B SeaGuardian offers India a new spectrum of 

capabilities: persistent with Z-Motion Autonomous Systems), 

and kamikaze drones further enhances India’s ability to conduct 

asymmetrical operations at lower cost and higher strategic gain. 

This transition aligns with the global military trend where 

nations like the United States, Israel, and Turkey have 

reoriented doctrines to leverage unmanned precision systems as 

primary instruments of power projection. 

 

 
 

The shift to unmanned systems directly enhances India’s 

operational reach and precision in hostile terrains. With the 

deployment of AI-enabled ISR (Intelligence, Surveillance, and 

Reconnaissance) drones, India can now monitor adversarial 

movement across the Line of Actual Control (LAC) and the 

Line of Control (LoC) in real-time. During the 2020 Galwan 

Valley clashes and subsequent Ladakh standoff, Heron drones 

played a critical role in maintaining situational awareness in 

high-altitude regions. Similarly, the deployment of quadcopters 

and tactical drones in the Northeast has improved India’s ability 

to track insurgent routes across the Indo-Myanmar border. 

Armed drones, with precision strike capabilities, could in future 

offer options for neutralizing terror launchpads or high-value 

targets deep within enemy territory—without the risks 

associated with conventional airstrikes.  

These capabilities carry significant implications for India's Cold 

Start Doctrine—a military strategy devised to allow swift and 

limited conventional strikes inside Pakistan in response to 

terrorist provocations. One of the major constraints of Cold 

Start has been the necessity of rapid mobilisation and 

overwhelming firepower, coupled with the risk of escalation. 

The integration of drones, particularly loitering munitions and 

AI-assisted ISR assets, allows for more surgical, flexible, and 

politically manageable options. India can now consider a 

graded response ladder where unmanned platforms serve as the 

first rung, enabling deterrence through demonstrable 

technological superiority and controlled escalation. Moreover, 

drone-enabled operations allow for “strategic ambiguity,” 

reducing the likelihood of direct confrontation while signalling 

intent and capability. 
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Mountain warfare is a critical focus of Indian defence planning, 

given the terrain along the northern borders with China and 

Pakistan. Traditional heavy platforms struggle in the high-

altitude, low-oxygen environments of Ladakh and Arunachal 

Pradesh. In this context, drones provide unparalleled tactical 

advantages. Lightweight quadcopters for surveillance, fixed-

wing drones for long-range mapping, and mini-UAVs for 

supply delivery in inaccessible posts are already being tested 

and deployed. The deployment of Switch drones by the Indian 

Army—vertical takeoff UAVs tailored for high-altitude ISR 

missions—illustrates this shift. During the recent standoff in 

Eastern Ladakh, drone mapping helped commanders adapt to 

evolving Chinese positions in real time. In Arunachal Pradesh, 

where the terrain is even more forested and challenging, UAVs 

allow greater transparency in border surveillance and patrol 

route monitoring, filling gaps where satellite imagery or 

manned patrols fall short. 

Despite their advantages, drone warfare brings a new layer of 

vulnerability, particularly in the realm of electronic and cyber 

warfare. Modern UAVs are susceptible to GPS jamming, signal 

spoofing, and cyber intrusions. During recent clashes in the 

Armenia–Azerbaijan conflict, several drones were brought 

down by electronic countermeasures (ECM). In the Indian 

context, both China and Pakistan have made advancements in 

anti-drone technologies. Reports suggest that Chinese military 

units deployed along the LAC have been equipped with drone 

jammers and directed-energy weapons (DEWs). India's own 

investments in anti-drone systems—such as DRDO's D4 

Counter-Drone System and BEL's Anti-Drone Radar—indicate 

recognition of these vulnerabilities. However, the integration of 

robust encryption, redundant communication protocols, and AI-

enabled autonomous navigation will be vital to safeguard 

India's drone infrastructure. 

At the strategic planning level, the rise of drone warfare 

demands a rethinking of policy, training, and procurement 

frameworks. India must develop a comprehensive Unmanned 

Systems Doctrine that integrates air, land, sea, and sub-surface 

UAVs into joint operations. The creation of the Integrated 

Unmanned Combat Command (IUCC) under the Chief of 

Defence Staff (CDS), as recently proposed in policy circles, 

would institutionalize this shift. Doctrinal revisions must also 

address interoperability across the services, real-time data 

sharing through cloud-based systems like Project Sanchar, and 

joint training programmes tailored for autonomous systems 

warfare. Furthermore, India's Defence Acquisition Procedure 

(DAP) must prioritize indigenous drone production under the 

Make-II and Make-III categories, with robust R&D funding for 

AI, machine learning, and swarm intelligence. Initiatives like 

iDEX (Innovations for Defence Excellence) are already 

incubating such talent in the private sector, but need greater 

integration with mainstream defence planning. 
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In conclusion, the rise of drone warfare, as exemplified by 

Operation Sindoor, marks a turning point in Indian military 

doctrine. The shift from manned to unmanned platforms is not 

merely a matter of technology adoption, but a redefinition of 

how India envisions, plans, and executes war in the 21st 

century. It offers enhanced operational reach, precision, and 

tactical flexibility while posing new challenges in electronic 

warfare and strategic stability. As India navigates complex 

security dynamics along its borders, drone warfare will 

increasingly become the fulcrum of a responsive, resilient, and 

future-ready defence doctrine. The imperative lies in 

institutionalizing this change across command structures, policy 

frameworks, and combat doctrines—so that India not only 

adapts to the future of warfare but actively shapes it. 

 

Comparative Analysis: India vs Global Drone Strategies:  

The evolving nature of warfare in the 21st century has 

witnessed an unprecedented rise in the deployment of 

unmanned aerial vehicles (UAVs), fundamentally altering the 

strategic calculus of both state and non-state actors. In this 

context, comparing India’s drone strategies with major global 

players such as China, Israel, the United States, and Turkey 

provides critical insights into the emerging contours of drone-

centric warfare and India's relative positioning within this 

domain. While India has made notable advancements in recent 

years, especially post-Operation Sindoor, a holistic assessment 

reveals gaps and opportunities that must be strategically 

navigated to ensure regional superiority and global 

relevanceChina has emerged as a dominant force in the drone 

ecosystem, leveraging its technological ecosystem and civil-

military fusion to develop a sophisticated drone doctrine 

centered around mass production, AI integration, and swarm 

tactics. The People's Liberation Army (PLA) has prioritized the 

development of autonomous swarm drones capable of 

overwhelming enemy air defenses, intelligence networks, and 

logistics infrastructure. The 2020 Zhuhai Airshow displayed 

China’s ambition through platforms like the CH-901 loitering 

munition and the GJ-11 stealth UCAV. Notably, China has 

already tested and deployed drone swarms that can coordinate 

and adapt in real time through AI-enabled networking—

something that presents a potential asymmetric threat to both 

regional and global adversaries. These drones are not just force 

multipliers but strategic instruments aimed at shaping future 

battlefields, particularly in contested regions like the South 

China Sea and the Taiwan Strait. 

Israel, long known for its innovation in military technologies, 

has refined the use of drones as instruments of precision deep-

strike and tactical superiority. Israeli doctrines do not merely 

emphasize UAVs as surveillance tools but as integral 

components of kinetic operations. Platforms like the Hermes 

900 and Harop are routinely used for preemptive strikes, 

targeted assassinations, and real-time ISR (Intelligence, 

Surveillance, Reconnaissance) missions in hostile 

environments, such as Gaza and southern Lebanon. What 

distinguishes Israel’s drone usage is the seamless integration of 

unmanned systems into its Iron Dome, AI-based targeting 

systems, and cyber-defense grids. Moreover, Israel’s 

operational experience in conducting high-precision drone 

strikes in urban warfare settings has served as a template for 

other nations aspiring to develop effective unmanned doctrines 

within asymmetric and hybrid conflict environments. 

The United States remains a global leader in drone warfare, 

having institutionalized UAVs into its defense planning through 

platforms such as the MQ-9 Reaper, RQ-4 Global Hawk, and 

the emerging Long Range Precision Fires (LRPF) concept. The 

U.S. doctrine is founded on persistent ISR, precision targeting, 

and global reach—enabled by satellite-linked UAVs with 

extended loitering times. Unlike China or Israel, the U.S. is now 

heavily investing in the future of AI-enabled drone swarms 

under its Replicator Initiative and the Air Force’s Skyborg 

program. These systems are designed to perform coordinated 

attacks, electronic warfare, and SEAD (Suppression of Enemy 

Air Defenses) missions with minimal human intervention. The 

emphasis on machine learning and man–machine teaming is 

emblematic of the U.S. vision of next-generation warfare, 

where UAVs operate in layered formations alongside manned 

aircraft and space-based assets. 

Turkey’s drone program, particularly through the success of the 

Bayraktar TB2, has reshaped the discourse on cost-effective 

UAV warfare in asymmetric theatres. The TB2’s performance 

in Libya, Nagorno-Karabakh, and Ukraine demonstrated how 

medium-altitude long-endurance (MALE) drones can tilt the 

balance in favor of less technologically advanced states. What 

sets Turkey apart is its strategic export policy, using drones as 

both military assets and tools of geopolitical influence. 

Ankara’s approach underscores how drones can serve as 

instruments of hard and soft power simultaneously, with 

Turkish drones now fielded across Eastern Europe, Central 

Asia, and Africa. Furthermore, the combination of affordability, 

reliability, and combat-proven efficacy has made Turkish 

drones models of technological asymmetry for developing 

nations. 

In comparison, India’s drone strategy is still in a nascent but 

rapidly evolving phase. Operation Sindoor marked a significant 

doctrinal shift by integrating drones into frontline operations for 

reconnaissance, target acquisition, and kinetic strikes. 

Indigenous platforms such as the Rustom series, Tapas-BH, and 

Archer-NG signify India’s growing capability in developing 

MALE-class drones. Moreover, collaborations with countries 

like Israel (Heron TP), the United States (Guardian UAVs), and 

recent imports of MQ-9B Sea Guardians reflect India's dual-

track strategy of self-reliance (Atmanirbhar Bharat) and 

strategic procurement. However, India has yet to fully 

operationalize drone swarms, AI-integrated autonomous 

platforms, and robust counter-drone capabilities at par with 

China or the U.S. While the Defence Research and 

Development Organisation (DRDO), Bharat Electronics 

Limited (BEL), and private players have initiated promising 

prototypes, the absence of a unified drone warfare doctrine and 

limited battlefield integration continue to constrain India's 

strategic leverage. 
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In conclusion, while India has made commendable progress in 

indigenizing UAV technologies and leveraging them in 

strategic operations such as Operation Sindoor, it lags behind in 

deploying AI-enabled swarms, real-time autonomous targeting 

systems, and advanced electronic warfare UAVs. China’s 

swarm-centric strategy, Israel’s kinetic drone doctrine, the 

U.S.’s AI-driven future war concepts, and Turkey’s asymmetric 

use of cost-effective drones each offer unique models of 

innovation and operational deployment. For India to emerge as 

a dominant UAV power in the Indo-Pacific and beyond, it must 

prioritize doctrinal clarity, invest in AI-autonomy fusion, and 

foster a defense industrial ecosystem that can compete 

globally—not just technologically, but tactically and 

strategically. 

 

Challenges and Limitations 

Despite India’s steady strides in embracing drone-centric 

warfare, a closer analysis reveals a multitude of challenges and 

limitations that restrain the full potential of unmanned aerial 

vehicles (UAVs) in its strategic doctrine. At the forefront lies 

India’s technological dependence on foreign suppliers. 

Although there has been significant advancement in indigenous 

drone platforms such as Rustom, Tapas-BH, and the newer 

Archer-NG, India continues to rely heavily on imports for 

critical components—especially high-end sensors, engines, AI-

integrated systems, and electronic warfare suites. Israeli Heron 

drones, American MQ-9 Reapers, and other foreign UAVs still 

constitute a major portion of the Indian drone fleet, exposing 

vulnerabilities during geopolitical disruptions or sanction 

regimes. This dependency not only delays self-reliance but also 

poses a strategic risk during conflict scenarios where 

technology denial could cripple operational planning. 

The gaps in indigenous capability further underscore India’s 

strategic handicap. DRDO and private sector entities like 

ideaForge and NewSpace Research & Technologies have made 

commendable progress, yet the production scale, payload 

integration, swarm capabilities, and stealth functionalities are 

still in a nascent phase when compared to global leaders such as 

the U.S., China, and Israel. For instance, while Turkey’s 

Bayraktar TB2 drones demonstrated high precision and 

endurance in Libya, Syria, and Nagorno-Karabakh, India's 

UAVs are yet to achieve such real-time combat-proven 

efficacy. Moreover, bureaucratic inertia, delayed procurement 

cycles, and limited civil-military-tech collaboration continue to 

impede innovation. The slow induction of platforms like the 

Ghatak stealth UCAV or the absence of a fully autonomous 

swarm doctrine reflects these systemic inefficiencies. 

Legal and ethical concerns also present a significant 

impediment in the deployment and operationalization of armed 

drones. The increasing use of UAVs for targeted killings—

especially by the United States in Pakistan, Yemen, and 

Afghanistan—has raised complex questions around 

sovereignty, proportionality, and accountability. For India, the 

challenge is further magnified due to its democratic framework, 

where civilian oversight and public opinion play a critical role 

in military conduct. In contested regions like Jammu & 

Kashmir or the Northeast, drone usage must comply with 

human rights norms to avoid civilian casualties, privacy 

violations, or collateral damage—factors that can undermine the 

legitimacy of operations. The lack of a robust domestic legal 

framework specific to UAV warfare makes India vulnerable to 

criticism, especially in international fora. 

Another strategic limitation emerges in the form of escalation 

risks, particularly across the Line of Control (LoC) with 

Pakistan and the Line of Actual Control (LAC) with China. The 

use of drones for surveillance or limited strikes—such as the 

drone incursions reportedly conducted by Pakistan-backed non-

state actors in Punjab or the tactical drone deployments in 

eastern Ladakh—can swiftly escalate into broader 

confrontations. Unlike manned aircraft where rules of 

engagement are clearer, drone warfare introduces ambiguity, 

especially in detecting attribution and intent. An inadvertent or 

unauthorized drone strike across the border could trigger 

disproportionate retaliation, thereby exacerbating regional 

tensions. 

At the international level, legal ambiguity surrounding UAV 

warfare complicates India’s doctrinal clarity. The Geneva 

Conventions and Additional Protocols provide limited guidance 

on autonomous systems and remote warfare, while the United 

Nations Convention on Certain Conventional Weapons 

(UNCCW) remains divided on the governance of lethal 

autonomous weapon systems (LAWS). India, as a responsible 

regional power, must navigate these grey zones by pushing for 

clearer global norms while simultaneously ensuring compliance 

with international humanitarian law. The absence of a global 

treaty on drone usage allows state and non-state actors to 

exploit legal loopholes, creating asymmetries in the ethical and 

operational deployment of UAVs. 

While drone-centric warfare offers India a strategic advantage 

in terms of precision, reach, and reduced human risk, it is 

crucial to address the layered challenges that constrain its 

optimal usage. Bridging technological dependencies, 

accelerating indigenous development, establishing a clear legal 

framework, and adopting risk-mitigation strategies along 

volatile borders are essential steps toward a resilient and 

responsible drone doctrine. India’s ability to institutionalize 

these reforms will determine not only the efficacy of Operation 

Sindoor-type missions but also its long-term standing in the 

global UAV regime. 

 

Conclusion 

The strategic trajectory of modern warfare is undergoing a 

seismic shift, wherein unmanned systems and autonomous 

technologies are no longer peripheral assets but pivotal 

determinants of battlefield dominance. Operation Sindoor 

stands as a landmark development in India’s evolving military 

doctrine—a doctrinal inflection point that signals the transition 

from traditional, troop-intensive warfare to a technologically 

sophisticated, drone-centric paradigm. The operation not only 

exemplifies India’s growing prowess in deploying indigenous 

UAVs and integrating them with real-time surveillance, AI-

enabled targeting, and robust command-and-control systems, 
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but it also reflects a deeper metamorphosis in strategic 

thought—one that aligns with the imperatives of the 21st-

century battlespace. 

As analyzed throughout this study, Operation Sindoor is not 

merely a tactical success; it is a conceptual breakthrough. It 

bridges the gap between doctrinal vision and operational 

execution, positioning India among a select cohort of nations 

that have demonstrated battlefield effectiveness through 

unmanned platforms. In juxtaposition with global powers such 

as the United States, China, Israel, and Turkey, India’s 

approach remains distinct—balancing indigenous development 

with strategic partnerships, and offensive precision with a 

strong emphasis on deterrence and escalation control. This 

hybrid strategy ensures that India's drone doctrine is not a 

borrowed template, but an adaptive, context-specific response 

to the realities of its geopolitical environment, particularly 

along the LoC and LAC. 

The significance of Operation Sindoor must be understood not 

only in terms of its immediate operational outcomes but in its 

broader strategic resonance. It has challenged the conventional 

orthodoxy of warfare, redefined India’s force projection 

capabilities, and offered a blueprint for integrating unmanned 

systems across varied terrains—from high-altitude mountains to 

densely populated urban zones. Moreover, the operation 

underscores the urgency of recalibrating India’s military 

doctrines. Legacy doctrines, often designed around 

conventional, symmetrical warfare, are insufficient in 

confronting the fluid, asymmetric, and high-tech threats of the 

contemporary security landscape. A doctrinal reorientation—

anchored in agility, real-time intelligence, and unmanned 

precision—is no longer optional but existential. 

In light of this, India's defence establishment must 

institutionalize lessons from Operation Sindoor by accelerating 

investments in drone swarms, counter-drone capabilities, AI-

augmented decision systems, and indigenous R&D. 

Simultaneously, legal-ethical frameworks and international 

norms around UAV deployment must be developed to maintain 

strategic legitimacy and prevent escalatory spirals. India’s 

future military edge will depend not solely on technology 

acquisition but on how seamlessly its doctrines, institutions, 

and training systems internalize the logic of unmanned warfare. 

In summation, Operation Sindoor marks more than a military 

milestone; it is a strategic threshold—heralding the rise of a 

new combat logic where speed, autonomy, and precision 

supersede mass and attrition. To remain relevant and secure in 

this emerging battlespace, India must not only evolve 

technologically but reimagine warfare itself. The operation thus 

serves both as a culmination of India’s current drone evolution 

and as a clarion call for doctrinal innovation in the age of 

algorithmic warfare. 
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